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Storing Client Data for the Firm’s 
eDiscovery Prac�ce?

How Law Firms Preserve Customer Data
to their Advantage

Law firms that retain client li�ga�on data as part 
of their e-discovery prac�ce are storing this 
low-touch, high-risk data on expensive primary 
storage arrays which are prone to ransomware, 
costly to operate, and have no chargeback and 
data management.

Using the world’s first data-aware cloud storage 
for business, firms transform their data preserva�on
service into their advantage. Not only do they protect 
client data with Fort Knox high-security storage in the 
cloud, they also perform chargeback to their customers, 
conver�ng a cost opera�on into revenue. Cloud storage 
offers superior economics, and with HubStor, it provides 
be�er security while enabling firms to make money.

Redundancy

Safeguards client data from
malware and ransomware.

Reduces storage costs by 
76-87%.

Offloads primary storage; avoids or 
defers buying new storage.

Simplifies backup; augments
disaster recovery.

Streamlines li�ga�on and inves�ga�on 
scenarios.

Sa�sfies requirements for data 
preserva�on.

Enables chargeback and 
defensible dele�on.

How It Works
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Chargeback will
automatically give
you the information
you need to bill 
your clients for
preservation.

Archive client data
to secure,
data-aware
cloud storage

Assign chargeback
tags to folders at
the client or case
level.
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